Privacy Policy
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Footprint Resourcing Limited ("we", "us", "our", or "the Company") is committed to protecting your privacy. This Privacy Policy explains how we collect, use, disclose, and safeguard your personal information when you interact with us, including through our outbound telesales activities. We comply with the UK General Data Protection Regulation (UK GDPR), the Data Protection Act 2018, and the Privacy and Electronic Communications Regulations (PECR).
1. Who We Are
Footprint Resourcing Limited is a telesales company specialising in outbound calling to promote products and services on behalf of our clients. We act as a data controller for the personal data we process in the course of our business.
Data Protection Officer (DPO): Brian Quinn. Email: info@fpresourcing.co.uk 
2. What Information We Collect
We may collect the following categories of personal data:
· Contact Details: Name, telephone number(s), email address, postal address.
· Demographic Information: Age, gender, job title, employer (where relevant to B2B calling).
· Call Recordings: Audio recordings of telephone conversations (where legally permitted and notified).
· Preferences and Responses: Marketing preferences, objections to receiving calls, feedback on products/services.
· Technical Data: IP address, device type (if you visit our website or opt-in via digital channels).
· Special Category Data: We do not routinely collect sensitive personal data (e.g., health, race, religion) unless strictly necessary and with explicit consent.
3. How We Collect Your Information
· Directly from You: During outbound telephone calls when you provide information voluntarily.
· From Clients: Lists of leads provided by our business clients (who must warrant compliance with data protection laws).
· Public Sources: Business directories, company websites, or the Electoral Register (where permitted for marketing).
· Third-Party Suppliers: Data brokers or list providers who confirm data is collected lawfully.

4. Legal Bases for Processing
We process personal data under the following lawful bases (UK GDPR Article 6):
	Purpose
	Lawful Basis

	Making outbound sales calls
	Legitimate interests (promoting client products/services)

	Complying with Telephone Preference Service (TPS/CTPS) screening
	Legal obligation

	Recording calls for training/quality
	Legitimate interests

	Handling complaints or subject access requests
	Legal obligation

	Sending follow-up emails/SMS (with opt-in)
	Consent


Special Note on Legitimate Interests: We conduct Legitimate Interests Assessments (LIAs) before processing. You may object at any time (see Section 9).
5. How We Use Your Information
· To make outbound telephone calls offering products/services.
· To verify identity and screen against TPS/CTPS.
· To record calls for quality assurance, staff training, and dispute resolution (you will be informed at the start of the call).
· To send follow-up communications where you have consented.
· To improve our services and comply with regulatory requirements.
We do not use automated decision-making or profiling for telesales.
6. Sharing Your Information
We may share data with:
· Clients: Limited data (e.g., leads who express interest) under data processor agreements.
· Service Providers: Call centre platforms, TPS screening services, cloud storage providers (all UK/EU-based or with adequacy decisions).
· Regulators: Information Commissioner’s Office (ICO), Ofcom, or law enforcement when required.
· Successors: In the event of a business sale or merger.
We never sell personal data to third parties for their own marketing.
7. International Transfers
All data is processed within the UK or EEA. If transferred outside (e.g., to a client in a third country), we use UK International Data Transfer Agreements (IDTA) or rely on adequacy regulations.
8. Data Retention
	Data Type
	Retention Period

	Call recordings
	6 months

	Lead contact details (no sale)
	3 months after last contact

	Customer records (sale made)
	6 years after contract end

	TPS objections
	Indefinitely (suppressed)


Data is securely deleted or anonymised when no longer required.
9. Your Rights
Under UK GDPR, you have the right to:
1. Access – Request a copy of your data (Subject Access Request).
2. Rectification – Correct inaccurate data.
3. Erasure – Request deletion ("right to be forgotten").
4. Restrict Processing – Limit how we use your data.
5. Object – Stop direct marketing (including telesales) at any time.
6. Data Portability – Receive your data in a structured format.
7. Complain – Lodge a complaint with the ICO (www.ico.org.uk).
To exercise rights, contact our DPO. We respond within one month (extendable for complex requests).
Opting Out of Calls: Tell our agent during a call, or email info@fpresourcing.co.uk. We screen all numbers against TPS/CTPS every 28 days.
10. Security
We implement:
· Encryption of call recordings and databases.
· Access controls and staff training.
· Regular penetration testing.
· Breach notification to ICO within 72 hours if required.
11. Cookies and Website Tracking
Our website [www.fpresourcing.co.uk] uses essential cookies only. See separate Cookie Policy.
12. Children
We do not knowingly contact individuals under 18.
13. Changes to this Policy
We may update this policy. Significant changes will be notified via our website or during calls.
14. Contact Us
Footprint Resourcing Limited, Lagmhor Office, Dunkeld, Perth & Kinross, Scotland, PH8 0AD. Email: info@fpresourcing.co.uk

